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Abstract - It has been  observed from literature that there are, a number of issues that anyone 

depelying a wireless LAN needs to beaware of. First and foremost is the security. In most wired 

LANS the cables are contained inside the building,  so a hacker must defeat physical security 

measures (E.g.security personnel, identity cards and door locks ) . However, the radio waves  

used in wireless networking typically penetrate outside the building, creating a real risk that the 

network can be hacked from the parking lot or the street. However, wireless networking has 

many security issues. Crackers have found wireless networks relatively easy to break into, and 

even use wireless technology to crack into wired networks. This paper describes the security 

threats to wireless networks and the evaluation of security protocols that are used in wireless 

networks to provide security. 
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