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Abstract: The main aim of PVM ( PVM represents Author Names:  Pravinkumar, 

Maharajan, Vpin Ghosh) security tool is to propose the notion of database response policies 

to support our intrusion response system tailored for a DBMS and   two algorithms that 

efficiently search the policy database for policies that match an anomalous request are 

proposed. A novel Joint Threshold Administration Model that is based on the principle of 

separation of duty is introduced. The proposed protocol called Password Guessing Resistant 

Protocol (PGRP), helps in preventing such attacks and provides a pleasant login experience 

for legitimate users. 
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